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1. Overall Description:

SA3 thanks BBF for the discussion paper on the threat analysis of wireline access network and the information regarding the security requirements on the wireline access network. 
SA3 would like to provide the following clarifications:

a) SA3 concludes in TR 33.807 that the security of wireline access network (e.g., between FN-RG/5G-RG and W-AGF) is outside the scope of 3GPP.

b) The incoming LS refers to TS 23.501 (v16.1.0) clause 5.3 “Registration and Connection Management” for the security requirements on wireline access networks. We believe it means to refer to TS 33.501 clause 5.3 “Requirements on the gNB”. 
c) We would like to point out one error in the discussion paper. In section 9 “Impact of encryption”, it states “Encryption is performed using block ciphers, typically 256 bytes per block”. The block ciphers typically have a block size of 128-bit or less and padding is not always necessary (e.g., when used in Counter mode). Transmission overhead will include some additional bits necessary for the decryption (e.g., counter synchronization when the Counter mode is used) and the message authentication code when the integrity protection is applied.
2. Actions:

To BBF
ACTION: 
Take the feedback into account.
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